**Information Support Plan (ISP)**

Users must use the Enhanced Information Support Plan (EISP) Enterprise Service Version (ESV), located on the GIG Technical Guidance Federation (GTG-F) site, to construct and submit ISPs. All users are required to register for GTG-F at <https://gtg.csd.disa.mil>.

**EISP ESV Background**

The EISP fulfills the DoD CIO’s responsibility to institute, monitor, and ensure interoperability of information technology and national security systems throughout the Acquisition Lifecycle. The EISP also acts as the DoD CIO’s single source to collect and analyze information requirements for adherence to DoD policy, document program interoperability risks and issues, and propose mitigation strategies (as applicable). With the introduction of EISP ESV, users now have access to an online database of current and historical ISP information, as well as a centralized and standardized method to create, modify, and submit ISPs for assessment. The EISP ESV allows for a more consolidated review process within the GTG-F and maintains a data-centric, rather than document-centric approach, to the ISP.

To access the EISP ESV on NIPRNet, go to: [**GTG Federation**](https://gtg.csd.disa.mil), and register for an account. Currently the EISP ESV is not on SIPRnet and cannot be used for ISPs classified above UNCLAS/FOUO. Once registered with the EISP ESV, users may log-in following the above link to the Program Management Portal and may create, modify, and view EISPs, as well as locate further EISP guidance and information in the Support section. For any questions, concerns, or EISP ESV troubleshooting issues, please contact [EISP Help Desk](mailto:eisp_help@bah.com).

For additional information, visit the GTG-F Wiki site at: <https://www.intelink.gov/wiki/Portal:GIG_Technical_Guidance>
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